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CheckCentral integrates with several RMMs, PSAs, and ticketing software, including HaloPSA, helping you consolidate
service ticket issues.

(o

CheckCentral

From the main menu, click Notifications, then External Ticketing Systems.

To integrate HaloPSA with CheckCentral, begin by
logging into your CheckCentral account.

by Binary Fortress Software
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Click Add Ticketing System and choose HaloPS

External Ticketing Systems Add Ticketing System

0.
&
No notification channels configured. “F Add Ticketing System | & Collapse All < Expand Al W - ‘v

Autotask ConnectWise Manage

@ @

Freshdesk HaloPSA

Yy <o v

Jira Service Jira Software Kaseya BMS Microsoft To Do List
Management

% Je

Redmine SyncroMSP Zendesk

This will bring up the configuration options required for CheckCentral to communicate with HaloPSA servers via the
API.

O HaloPSA You can name this configuration
Name (FalopsA] anything you'd like.

Resource Server

Click the ‘Configuration’ gear on the left-hand sidebar.
Click 'Integrations’ then HaloPSA API".
Copy and pasie Resource Server, Autharisation Server, and Tenant’ below.

Authorisation Server
See the instructions under Resource Server’

Tenant
See the instructions under Resource Server.

Client ID

Click the ‘Configuration’ gear on the left-hand sidebar.
Click 'Integrations’ then 'HaloPSA API, 'View Applications’
Click the ‘New' button in the top-right corner.
On the Details tab:
* Enter an ‘Application Name® and select ‘Client ID and Secret (Services)' for the ‘Authentication Method'
- Copy and paste ‘Client ID', ‘Client Secret’ below.
* Select Agent" for the Login Type' then select an agent fo login as.
On the Permissions tab:
+ Make sure read:ti " ‘edit:tickels ' " “ are checked.
+ Click the ‘Save’ button to compiete the sefup.
User agent required permissions:
* Click the ‘Configuration’ gear on the left-hand sidebar.
- Ci Teams & Agents’ then Agents’ then click on the agent's name you selected above for your AP integration.
* Click the ‘Edit' button near the top-left, then click the ‘Permissions’ tab.
+ Make sure Tickets Access Level' is set fo ‘Read and Modify”
- Click the 'Save’ button near the top-left.

Client Secret

See the instructions under ‘Client ID"

=1 -

The other details require you to log into your HaloPSA account.

HaloPSA Integration
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Good afternoon Matt

Matt Sully matt@binaryfortress.com
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Here you can copy your Resource Server, Authorization Server, and Tenant details, pasting each into the proper fields

of the CheckCentral configuration window.

API Details ~

Your Resource and Authorisation Server details, including your tenant ID if you have one, are listed below. Documentation for e HaloPsa APl can also be accessed
below.

Resource Server

O HaloPSA

Name

Authorisation Server

Tenant

HaloPSA

checkeentral

htp: halopsa.com/api

Click the ‘Configuration' gear on the left-hand sidebar.

Click ntegrations' then HaloPSA APY-
Copy and paste Resource Server Authorisation Server, and Tenant below.

Tenant

APl Documentation

Applications ~
Your st of registered applications can be accessed below. Here register new if required.

View Applications
Connected Instances ~

Connect other instances of Halo to your Halo APL

This will allow you to view lists of tickets in another Halo instance from your instance

After connecting an instance you can create a List which links to a List in the connected instance.
Agent level access to the connected instance is required to read Tickets from a connected instance.

View Connected Instances

Halo

The remaining
information is in Halo's

API Details

Client I

Client Secret

Ticket Type

https halopsa.com/auth
See the instructions under Resource Server.
checkcentral

See the instructions under Resource Server-

Click the ‘Configuration’ gear on the lefthand sidebar
Click ntegrations; then HaloPSA APY, then 'View Applications'
Click the ‘New button in the top-right corer.

On the Detals tab:

and z
- Copy and paste Client D Client Secret below.
- Select Agent:for the Login Type" then select an agent {0 login as
On the Permissions tab:
+ Make sure read:tickets, edittickets, read:customers, read:assels' are checked.
- Click the ‘Save” button to complete the setup.
User agent required permissions:
~Ciick the ‘Configuration’ gear on the left-hand sidebar.
+Click ! then Agents.

Ciick the Edit button near the top-feft, then cick the ‘Permissions' tab.
+ Make sure Tickets Access Level /s set fo Read and Modify’
«Click the 'Save’ button near the top-left.

See the instructions under Client ID"

] -

Your Resource and Autharisation Server details, including your tenant ID if you have one, are listed below. Documentation for the HaloPSA APl can also be accessed

below.

Applications area. From
the HaloPSA API screen,
click View Applications.

Resource Server

https://checkcentral halopsa.com)/api

Authorisation Server

https://checkcentralhalopsa.com/au

Tenant

checkcentral

API Documentation

Applications

Your list of

1s can be a

d below. Here you can maintain andjor register new applications if required

View Applica

Click New.

> HaloPSA APl >

Client D Redirect Uri

CC BFS Sales Demo
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In the Details tab you'll create new API credentials for CheckCentral. Select Client ID and Secret Services for the
Authentication Method, then copy the Client ID and Client Secret details, pasting them in the proper fields of the
CheckCentral configuration window.

& O HaloPsA ®

e a o8 >0 2@
Name | alopSA

Re:

Clic the ‘Configuration gear on te let-hand sidebar

ClientID | | o515802)-cc46-4389-0999-

Click the ‘Configuration'

0529906~ 8088- 4036-B504- 95414230288- 30738701-3027-

Client Secret

Ticket Type

Halo

Back in Halo, Select Agent as the login type, then choose the desired agent. This is the agent whose login will be used
in association with this API application, though an alternative agent can be chosen for future tickets created via

CheckCentral.

C% Add an Application

Details ~ Permissions  Security

Application Name *

CheckCentral

Active

ly. This method allow

X - | |‘ Q Matt Sully

ﬂ ‘ ot
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Now move to the tab labeled Permissions. Ensure Read Tickets, Edit Tickets, Read Customers, and Read Assets are
enabled. Scroll down and click Save.

Configuration > Integrations > HaloPSA APl > HaloPSA API

<« save

@ Add an Application

Details | Permissions | Security

|

These permissions define what features this application can access. These must be specified in the "scope” parameter of any authentication request

Dl

Enabiing this permission will give this application all permissions. The application will be able to do everything that the Agents permissions allow.

(] admin

read-tickets

edittickets
([J read:calendar

([ editcalendar

read:customers

P
([ editassets
([ accessichat

[ access:adpasswordreset

Cancel

Still in the Configuration window of HaloPSA, click Teams and Agents, then Agents. Click on
chosen earlier.

# Mirootures Contiuration » Toams & Agents > Agents a o8 » 0 2@
®
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C I | C k Ed |t near th e to p_ | eft Configuration > Teams & Agents > Agents
< @ Change profile picture | | &1 Clone this Agent Account || @ Delete

@ Matt Sully

Details  Activity Preferences  Departments & Teams  Qualifications  Permissions

Account Details
Username
Matt Sully

Email Address

matt@binaryfortress.com

Password

Two Factor Enabled

No

status

Available

Roles

Administrator

Account Active

Yes

Then click the Permissions tab.

Configuration > Teams & Agents > Agents

<« Save || B Change profile picture || 2] Clone this Agent Account | | @ Delete

@ Matt Sully

Details  Activity Preferences Departments & Teams  Qualifications | Permissions |

——

Tickets Access Level

Read and Modify

Customers Access Level

Read and Modiify

CRM Access Level
Read and Modify
Inherited from Role “Administrator

Assets Access Level

Read and Modify

Can change whether Suppliers|Customers/Sites/Users are active or Indetive
Yes

Inherited from Role “Administrator”

Cancel

Once here, ensure Tickets Access Level, Customers Access Level, and Assets Access Level are set to Read and
Modify, then scroll down and click Save.

HaloPSA Integration
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Return to the CheckCentral configuration window to finish.

Get Ticket Type

+ Administrator Rights Request
« lert

- Change Request

- CheckCentral Notification

+ Desktop Request

- Hardware Collection Request
 Incident

~ Laptop Reguest

- Leaver Relest

- Mobile Phone Request

- Network Request

- New Starter Request

- Opportunity

- Other Hardware

 Peripherals Request

- Print Services Request

- Problem

+ Project

+ Project Task

* Quick Quote

- Quick Time

+ Scheduled Task

+ Service Request

- Shared Drive Access Request
+ Software Change

- Software Request

O HaloPSA

ogin Type'then select an ag

readtickets, edittickets, read:customers; read:assets'are checked
he Save’ button to complete the sefup.
User agent required permissions:

he Configuration' gear on the ff ar
the agents name you selected sbove for your

5-4088-0580-24548005b9Cc-49328972,

ns under Client 1D’

Ticket Status

o —

Check Groups | (8 All Check Groups

Groups touse with tischannel
Enable this external ticketing system

To enable this service for all checks in the selected check groups, use the & con after saving

Binary Fortress Software

Get Ticket Status

+ Action Required
+ Approved

- Awaitid") Approval
 Closed

 Closed item
 Closed Order

- Completed

*In Progress
 Invoiced

“New

- on Hold

- Open item

- Open Order
 Rejected

* With CAB

* With Supplier

- With User

Get Ticket Agent

- Amir Said
- checkcentralapi

+ James Brown

- James Johnson

« Jennifer Williams
 jtackabury

- Ken Yang

- Kerry Last

* Mary Johnson
*Matt su{y
 Patricia Jones

- Robert Smith

* Unassigned

With the API configuration details added, you can now select the Ticket Type, Ticket Status, and Ticket Agent that will
be used to manage tickets in HaloPSA. Click on the Search button to bring up relevant lists and choose one from each
list.

Get Customer

. Amomalica@ select customer based on check group name

+ Acme's Finest

* Acomn Construction

- Canada Syrup Company
* Number One MSP

* Top Notch

+ World Computers

O HaloPSA

+Select Agent for the Login Type' then select an agent to login as.
Permissions tab:
re read:tickets’ ‘edittickels’ read:customers’ read:assets' are checked
. & ‘Save'button to complete the setup.
User agent required permissions:
. ‘Configuration’ gear on the feft-hand sidebar.
Teams & Agents, \gents; then click on the agents name you selected abo,
it button near the top-fft, then click the ‘Permissions’tab.
Tickets Access Level'is set to ‘Read and Modify’
ve'button near the top-eft.

For customers, you can
select specific customers
or set the channel to
automatically select the

Client secret | d

customer based on

Check Groups All Check Groups

Select check groups to use with this channel

Enable this external ticketing system

Check Group name.

To enable this service for all checks in the selected check groups, use the [ icon after saving

HaloPSA Integration
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O HaloPSA

+ Select Agent’ for the Login Type' then select an agent fo login as.
On the Permissions tab:
+ Make sure read:tickets’, ‘edit:tickels, read:customers, read.assels’ are checked
+ Click the ‘Save' button to complete the setup
User agent required permissions:
+ Click the ‘Configuration’ gear on the left-hand sidebar.

he ‘Save’ button near the top-left.

Client Secret [C-Ihi 598ea-25¢5-4d88-058d-24548005b9cc-4932897a

Ses the instructions under ‘Client ID".

fomer
Check Groups All Check Groups

Select check groups to use with this channel.

| Enable this external ticketing system

To enable this service for all checks in the selected check groups, use the [&] icon after saving

Finally, choose which Check Groups will use this HaloPSA ticketing channel. By default, all check groups are selected.
To be more selective, disable the All Check Groups checkbox then use the multi-select dropdown field below. Once
you've selected your check groups, ensure the 'Enable this external ticketing system' checkbox is enabled, and click

Save.

by Binary Fortress Software

'C C H EC KCENTRAL Dashboards ¥ Checks ¥  Notifications ¥ Activities  Organization~ Help ~ Account ¥

External Ticketing Systems

O HaloPSA

Settings =+ Add Ticketing Sy

Check Groups | £ All Check Groups
Currently Linked External Tickets:

This External Ticketing System channel will now be available for use with any check under your Check Central
account.

HaloPSA Integration
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Import Customers as Check Groups

CheckCentral

To create and match customer-centric check groups, we'll use this new APl connection to import customers directly
from HaloPSA.

Dashboards ¥ Checks ¥  Notifications ¥ Activities  Organization~ Help ~ ' : | Account ~
by Binary Fortress Software '

'C CHECKCENTRAL

External Ticketing Systems

O HaloPSA 2 vndzle

Settings =+ Add Ticketing System & Collapse All < Expand All

Check Groups = £ All Check Groups [m}
Currently Linked External Tickets:

From the External Ticketing Systems page, click on the Customer Import icon above your newly-created channel.

If no similar check groups exist,
your customers will be listed under .
Check Groups to be Created. Check Groups to be Created (5)

Acme's Finest

Import Customers as Check Groups

Canada Syrup Company
Number One MSP

Top Notch

World Computers

Check Groups to be Updated (1)

Acorn Construction
Check Groups Already Matched (-)

Notes

Clicking the import button below will commit these changes and create/update check groups as needed.

Import Customers as Check Groups

HaloPSA Integration
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If you've already created Check Groups using
customer names, they will display in the Check
Groups to be Updated section, ensuring they match
with Halo.

Existing Groups Already Matched with Halo will be
skipped.

Now click Import Customers as Check Groups to
complete the import.

i Binary Fortress Software

Import Customers as Check Groups

Check Groups to be Created (5)
Acme's Finest

Canada Syrup Company

Number One MSP

Top Notch

World Computers

Check Groups to be Updated (1)

Acorn Construction

Check Groups Already Matched (-)

Notes

Clicking the import button below will commit these changes and create/update check groups as needed

Import Customers as Check Groups

Import Customers as Check Groups

Check Groups to be Created (5)
Acme's Finest

Canada Syrup Company

Number One MSP

Top Notch

World Computers

Check Groups to be Updated (1)

Acorn Construction

Check Groups Already Matched (-)

Notes

Cclicking the import button below will commit these changes and create/update check groups as needed

Import Customers as Check Groups

Import Customers as Check Groups

Check Groups to be Created (5)
Acme's Finest

Canada Syrup Company

Number One MSP

Top Notch

World Computers

Check Groups to be Updated (1)

Acorn Construction
Check Groups Already Matched (-)

Notes

Clicking the import button below will commit these changes and create/update check groups as needed

Import Customers as Check Groups

HaloPSA Integration
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Asset ID Integration

CheckCentral

Checks within each Check Group can be directly tied to a Halo asset.

Schedule Matching Notifications

Name | Acorn Construction Identification
Provide a name and other identifying details for the new check

Assign to Group | Acorn Construction v &3 Add Check Group .

The name assigned to the check. This name will be displayed
on the CheckCentral dashboard and in notifications you receive
from CheckCentral.

Label | veeam

Description

Assign te Group

Groups can be used to organize your checks. Select your
desired group from the drop-down menu, or use the "Add Check
Group" link to create a new group.

T
Asset 1D Label (optional)
An optional label to organize this check. Checks with the same

To create this association, look for the Asset ID field when creating or editing a Check.

Good morning Matt 6/112022
9 09:25

Matt Sully matt@binaryfortress.com

@ Available~

0000 0000

service Dask Projects CRM Calendar Customers Assets Agreements My Approvals  Knowlsdge Base service suppliers
Catalegue

00000000

Products  Quotes&Orders  Invoices Timesheets search Reporting Dashboard  Configuration

To find this ID in Halo, go to the Home screen or side navigation bar and click Assets.

Search Assets I8l 1ssots > Laptops/Workstations

B Assstsby AssstGroup ¢

(] Customer Asset Type Asset Number Status Key Field Key Field 2 Key Field 3
> Laptops/Workstations

+ sobile Dovicos =] e Acorn Construction Laptop 4CE0450D06 Not Ready Lenovo ThinkStation PS5O0 4CE0460D0G 80000
» Monitors

» Network Hardware

» Other Hardware

> Servers

HaloPSA Integration
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e 4CEQ460D0G

Details Overview Users&linked Assets  Supplier &Maintenance  Tickets  Documents

Asset Type
Laptop

site

Acer Construction Mein

Not set

Service Level Agreement

Identification
[ |

Agreements

Name  Acorn Construction

Assignto Group  Acorn Construction

Label  veeam

Description

Schedule

Binary Fortress Software

Matching Status Notifications Save

Identification
Provide a name and other identifying details for the new check

=
£ Add Check Group e

The name assigned to the check. This name will be displayed
on the CheckCentral dashboard and in netifications you receive
from CheckCentral.

Assign to Group

Groups can be used to organize your checks. Select your
desired group from the drop-down menu, or use the "Add Check
Group" link to create a new group.

Do not overrice

Ld i AssetID | 4CE04B0DOG

| Label (optional)

An optional label to organize this check. Checks with the same

Click on the target Asset, copy its Asset Number, and paste it into the Asset ID field in Check Central.

CheckCentral

Schedule Matching

Name
Assign to Group
Label

Description

AssetD

With all other Check configurations completed, click the Save tab and click Save Check.

Acorn Construction
Acorn Construction ~ S Add Check Group

Veeam

4CE0460D0G

Notifications

Identification
Provide a name and other identifying details for the new check

Name

The name assigned to the check. This name will be displayed
on the CheckCentral dashboard and in notifications you receive
from CheckCentral.

Assign to Group

Groups can be used to organize your checks. Select your
desired group from the drop-down menu, or use the "Add Check
Group" link to create a new group.

Label (optional)
An optional label 10 organize this check. Checks with the same

Identification Schedule Matching

Notifications &

Existing Messages
Process unmatched messages after saving

Process matched messages after saving

Switch to Advanced Mode

Process unmatched messages after saving
Any unmatched messages for your organization will be
rematched against your checks, including any updated
conditions for this check.

Process matched messages after saving

Recent messages alieady matched to this check will have their
status reprocessed using the updated status conditions.
CheckCentral will reprocess up to 100 recent activities bas... +

[ow § oo Lo | o [ wwom |

When a check is configured to use HaloPSA, such as a backup software job that failed to run, a ticket will automatically be
created in your HaloPSA Service Desk. A subsequent warning or failure for the same check will update the open ticket. If
that same check returns successful, the open ticket will automatically be closed.

HaloPSA Integration
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About CheckCentral

CheckCentral Monitoring consolidates and simplifies backup, system, and software email updates into a clean,
graphical dashboard, bringing peace of mind to IT administrators of SMBs, Enterprises, and MSPs.

To learn more about CheckCentral, visit: https:/www.checkcentral.com

About Binary Fortress Software

Binary Fortress has spent 17 years in pursuit of one goal: create software to make life easier. Our software ranges
from display management and system enhancement utilities to monitoring tools and digital signage. IT
administrators, professional gamers, coffee-shop owners, and MSPs all rely on Binary Fortress to make their days
better, and their lives easier.

Copyright © 2007-2024 Binary Fortress Software, all rights reserved.
The Binary Fortress logo is a trademark of Binary Fortress Software.

The CheckCentral logo is a trademark of Binary Fortress Software.

Binary Fortress Software

1000 Innovation Drive, Suite 500
Kanata, Ontario, Canada
K2K3E7
https:/www.binaryfortress.com

HaloPSA Integration


https://www.checkcentral.com/
https://www.binaryfortress.com/

